
HoneyPoint
Maturity
Model

Proof of Concept Level:

Personal Editions, Demonstrations, Documentation Review & HITME Discussions

Basic Visibility Level:

Deploying Console, Agent and/or Decoy on Internal Pilot Segments, Introduction of Wasp to
Critical Systems

Meets Very Basic Regulatory Requirements for Detection with OSSEC/ Log Analysis

Anomaly Detection Level:

Additional Agents/Decoys/Wasps Deployed, HoneyPoint Trojans on Shares/FTP,
HoneyBees Placed on High Traffic Segments, HoneyPoint Elements at Application Layer

Introduction of HoneyPoint Sting Operations for Internal Security

Corporate Counter Intelligence Level:

HoneyPoint Web Operations, Reputational Threat Management, Black-holing & Pre-emptive
HoneyPoint Postures, Defensive Fuzzing Capabilities on Internet, Threat Reduction, Partner

Network Deployments, Counter Intelligence Sting Operations


