
2. Use
Technology to

Enforce Defined
Policy/Process

3. Teach Users
What to Expect &
Developers What

You Want

4. Listen to Users
and Developers
as They Identify
New Use Cases
and Productivity
Enhancements

Technology Layer

Provisioning/Asset Management
Configuration Management

Access Control
Vulnerability Management

Threat Detection
Encryption

Tracking/Asset Recovery
Data Destruction

Policy/Process Layer

Usage & Security Policies
Data Handling & Network Access Policies

Data Flow, Trust & Surface Mapping
Access Control, Encryption & Software Management Policies
Purchasing, Ownership, Inheritance & Destruction Processes

Technology Selection & Capability Planning
Developer Integration & Testing Processes

Reporting & Notification Processes

Awareness/Education Layer

End-user Capability Training
Organizational Policy & Process Guidance Training

Security Threat Training
Developer Skill Tune-ups

Line of Business Mobility Capability Training
Reporting & Assistance Process Training

Step 1. Define Your Policy & Processes
Step 5. Refine and Repeat as Needed

Mobile Technology Security Strategy Framework

Copyright 2011,
MicroSolved, Inc.

All Rights Reserved


